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Abstract 

Wireless Body Area Network (WBAN) is a special purpose personal area network with 

health-care and other value-added applications. Recently, patient monitoring applications 

using WBAN have received significant attention. Patient monitoring applications are 

intended to report any sign of emergency in the monitored patient to the corresponding health 

personal so that necessary actions can be taken before it is too late. Therefore, the underlying 

protocol suite in WBAN should ensure that the emergency events will be timely reported. 

However, WBAN based on IEEE 802.15.4 might not be able to do so. Hence, in this paper, 

we devise the emergency handling capability in IEEE 802.15.4 MAC. We propose a modified 

superframe structure for supporting immediate emergency reporting and reliable data 

transmission. A fraction of inactive period is used opportunistically for three new periods in 

such a way that temporary switching between the new periods and inactive period occurs 

only for handling emergency events. We also suggest two different random channel access 

mechanisms for reporting emergencies. Through the numerical results, we show that the 

proposed scheme achieves improved latency and throughput in the WBAN environment with 

compare to IEEE 802.15.4.  

Keywords: Emergency reporting and handling, IEEE 802.15.4, MAC protocol, WBAN, 

Superframe, Opportunistic use. 
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1. Introduction  

Wireless personal area network (WPAN) is a short-range communication network. It 

generally covers the area around personal workspace [1]. Wireless Body Area Network 

(WBAN) is a special purpose WPAN with diverse health-care and other value-added 

applications. Among its several applications, patient monitoring has been considered as the 

most prominent one [2]. For patient monitoring applications, varieties of miniature sensing 

and communicating devices are deployed inside, on the surface or around the human body 

which report the sensed events to the center where the corresponding health personals have 

their access. 

Patient monitoring applications, in general, report two types of events: regular 

observatory events and occasional emergency events. The regular observations may include, 

but not limited to,  blood pressure, body temperature and oxygen saturation level in the 

blood [3], while the occasional emergency events could be rapid fluctuation in ECG signals, 

reduced blood level in brain etc., which if not addressed urgently result in life-threatening 

consequences or the permanent impairment of organ(s). 

Thus, it is necessary to design and engineer the overall protocol suite of WBAN in such a 

way that it meets all the requirements with special focus to report sensed life-threatening 

emergency events within the specified target delay margin (for example, 125 ms for critical 

medical data [4]). Different enhancements can be introduced in any of the protocol layer, 

from the transport layer to the physical layer, wherever it is deemed necessary. In this paper, 

we confine ourselves to the enhancements applicable to the Medium Access Control (MAC) 

sub-layer of the data link layer. 

Recently, IEEE 802.15.6 [5] standard which defines the PHY and MAC layer 

specifications for WBAN has been released.  But in this paper, we consider the IEEE 

802.15.4[6] MAC protocol for WBAN as it has been shown in [7] that for very small 

payloads IEEE 802.15.4 performs better in terms of average packet loss ratio and average 

delay than IEEE 802.15.6 due to the different CSMA strategy [5][6]. As the emergency data 

are also the small payload sized data [8], IEEE 802.15.4 has advantages in terms of network 

performances. But still as to be explained with an example in Section 2, IEEE 802.15.4 MAC 

protocol cannot meet the target delay requirement for reporting the emergency events in 

several instances.  

Therefore, in this paper, we propose a modified IEEE 802.15.4 MAC frame structure that 

guarantees the short emergency packet handling. The inactive period of the conventional 

IEEE 802.15.4 MAC superframe format is modified with three new fields at the beginning 

solely for emergency reporting and handling purpose. Additionally, two random channel 

access mechanisms for reporting emergency events are suggested to resolve collisions among 

emergency packet transmissions. The first approach resolves the conflict in channel access 

among the emergent users in the code-domain utilizing CDMA codes while the second 

approach resolves the conflict in the time-domain using backoff window. We derive the 

performance bounds of the proposed scheme in terms of Throughput Upper Bound (TUB) 

and Delay Lower Bound (DLB) and compare to those of the conventional scheme. 
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The rest of the paper is organized as follows. Some of the related works are presented 

and briefly discussed in Section 2. Brief overview of IEEE 802.15.4 MAC protocol is given 

in Section 3. The proposed scheme is explained in Section 4. Here, we discuss the two 

different approaches too. Analytical expressions to calculate performance limits of the 

proposed scheme are derived in Section 6. Numerical results are presented and discussed in 

Section 5. Final Section concludes the paper. 

 

2. Related Works 

Over a past decade, a number of MAC protocols have been researched and proposed for 

WBAN based on IEEE 802.15.4 standard. Amongst these protocols, many are focused to 

resolve energy efficiency issue while others are focused on QoS provisions. And within the 

QoS provision, there are a quite few protocols which are focused on emergency handling 

issue. So, emergency handling is the main concern here. IEEE 802.15.4 does not have any 

inherent emergency handling capability. So, firstly priority can be assigned to different 

services. Kim et al. has proposed priority based service differentiation scheme for IEEE 

802.15.4 sensor networks [9]. They have suggested two different ways for the service 

differentiation scheme viz. by contention window (CW) size and by backoff exponent (BE) 

[9]. In the scheme, the nodes will have different CW value and BE values according to their 

priority class. The higher priority class has lower CW value and BE values. The scheme is 

applied during the contention access period so that priority based data transmission along 

with the priority based GTS allocation can easily be carried out. Hence, the scheme is quite 

useful but not quite sufficient to handle the emergency events in the WBAN. Because, as to 

be discussed in Section 3.2, the delay for reporting the emergency events is higher when the 

emergency happens during contention free period. Some MAC protocols from [10] to [14] 

are briefly discussed which have the provision for emergency handling in WBAN.  

Kwak et al. has proposed traffic adaptive MAC for handling emergency and on-demand 

traffics that maintains a table to store the traffic pattern of the nodes [10]. It also consists of 

configurable contention access period (CCAP) but rest of the superframe parts resembles the 

conventional IEEE 802.15.4 MAC. So this MAC is bound to incur undesired delay on 

reporting emergency as described in Section 3.2.  

Lee et al. has proposed enhanced MAC protocol of IEEE 802.15.4 [11] for WBAN with 

enhanced superframe structure containing emergency slot (ES) for emergency handling. ES is 

a quite short period where data transmission is described by success or fail. The protocol 

contains a long CFP and inactive period follows the CFP. So emergency occurred in CFP 

incurs an unnecessary delay due to inactive period.   

Zhang et al. [12] has differentiated the traffics into two classes: periodic and bursty, and 

proposed diversified CFPs for these two classes are allocated based upon the traffic arrivals 

in the previous superframe. CAP is also divided into two control channels: Access Channel1 

(AC1) and Access Channel2 (AC2). But the protocol is bound to suffer a long delay due to 

the long CFPs. Since traffics of class1 are not allowed the CFP of class2 and vice-versa, delay 
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bound is higher when different traffics occur at different CFPs.  

Khaled et al. [13] has classified traffic based on critical and non-critical issues. However, 

their work mainly concentrated on determining the number of retransmissions based on 

traffic criticality and avoided the other QoS issues. 

Otgonchimeg et al. [14] has proposed emergency handling MAC protocol for human 

body communication using emergency GTS (EGTS) in CFP. Emergency events are treated as 

regular events and the number of EGTS required to handle possible emergencies are 

calculated. The channel access mechanism in EGTS is slotted ALOHA.  Problem may arise 

in the protocol when the multiple emergencies occur. Also in real life scenario, the emergency 

events are the unpredictable occasional events and allocating resources solely for those events 

decreases the bandwidth utilization. 

Apart from the state-of-the-art emergency handling schemes in WBAN, we introduce an 

opportunistic emergency handling MAC scheme that strengthens the IEEE 802.15.4 MAC by 

reducing the emergency reporting delay in WBAN thereby providing the reliable data 

transmission method for emergency events. 

 

3. IEEE 802.15.4 MAC Protocol 

3.1 Overview 

 IEEE 802.15.4 standard defines physical layer and MAC sublayer specifications for 

low-rate WPAN (LR-WPAN). It specifies two operational modes: non-beacon mode and 

beacon-enabled mode. Contention based unslotted Carrier Sense Multiple Access/Collision 

Avoidance (CSMA/CA) is used in non-beacon mode, whereas hybrid access mechanism 

(consisting of contention-based slotted CSMA/CA and contention-free time division multiple 

access) is used in beacon-enabled mode. The contention-free access mechanism in beacon 

enabled mode is specified to allocate conflict-free Guaranteed Time Slots (GTSs) for 

transmitting time-critical data. But there is no such GTS mechanism in the non-beacon mode. 

So we limit our research on the beacon enabled mode as GTS mechanism supports reliable 

transmission of emergency data. 

 

Figure 1. IEEE 802.15.4 superframe structure. 

Fig.1 shows a typical IEEE 802.15.4 beacon-enabled superframe structure [6]. Every 
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superframe starts with a beacon issued by the coordinator which contains information related 

to superframe specifications (for example Beacon Order (BO), Superframe Order (SO), 

duration of other fields that follows a beacon, GTS allocation schedule etc.). The duration 

between two consecutive beacons is called Beacon Interval (BI) which is expressed as 

 
BOionframeDurataBaseSuperBI 2*  (1) 

As per the standard, aBaseSuperframeDuration is 960 symbols
1
 and 0 ≤ BO ≤ 14. A fraction 

of time within BI (active period) is used for accessing the medium and transmitting the data 

(also known as Superframe Duration (SD)) while the rest fraction is left unutilized (inactive 

period). These durations can be expressed as 

SOionframeDurataBaseSuperSD 2*  

and 

(2) 

InactivePeriod BI SD   (3) 

where 0 ≤ SO ≤ BO ≤ 14 . The SD consists of a mandatory Contention Access Period (CAP) 

and an optional Contention Free Period (CFP). CFP is activated once the resource request 

from a node to the PAN coordinator is received and approved.  

3.2 Inefficiency in Handling Emergency Events 

 First and foremost, there is no traffic differentiation mechanism in IEEE 802.15.4. All 

data are treated as same so there is no way that critical or medical data gets higher priority for 

channel access. 

 Secondly, there is no priority based mechanism for GTSs allocation. Instead GTSs are 

served in first-in first-out (FIFO) manner. So, it is not guaranteed that emergency nodes 

always get GTS for guaranteed data transmission. Also, the GTS request in a frame is 

addressed only by the beacon in the subsequent frame, only if GTS is available. So, an 

undesired delay is also associated for GTS transmission.  

Similarly, there is neither privilege for emergency events reporting nor any emergency 

handling mechanism at all. Rather, undesired delay is incurred for emergency events 

reporting. The delay is more severe when the emergency events occur during CFP. For 

example, if an emergency event occurs at the beginning of CFP, it will be reported only in the 

subsequent CAP (in the next frame) or else the emergency event demands GTS then it first 

has to first contend for GTS in the subsequent CAP and will be scheduled with GTS in the 

next’s next frame if only the GTS is available. As an trivial example, if we consider the CFP 

of a superframe with BO 4 and SO 3 (length of superframe as such is 256.76 ms) consists of 

the 7 GTS with each GTS expanding to a slot, then as such the emergency events occurring at 

the beginning of CFP will be considered for access at least only after 176.76 ms in the 

subsequent CAP (considering the summation of CFP and inactive period only) which is 

                                                        
1 1 symbol duration is 16 µs. 
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higher than the target delay limit for reporting emergency events, 125 ms [4]. 

 

4. The Proposed Scheme  

 In this section, we describe the modifications introduced in the conventional IEEE 

802.15.4 superframe in order to efficiently report emergency events. We also suggest and 

describe the two different channel access mechanisms that can be opted in emergency 

reporting period. 

4.1 Overview 

 In the conventional IEEE 802.15.4, the nodes and the coordinator go to sleep mode in the 

inactive period (if exists) after the CFP ends. In our proposed scheme we use this inactive 

period opportunistically. The modified frame format is similar to the original format except a 

fraction of inactive period is utilized to introduce three new fields: i). Emergency Reporting 

Period (ERP), ii). Emergency Beacon (EB) and iii). Emergency Transmission Period (ETP).  

ERP is a mandatory period while EB and ETP are optional ones. Only the emergency Body 

Nodes (BNs) are allowed to report and transmit emergency data in these periods while the 

rest of the BNs go to sleep mode as in inactive period of conventional IEEE 802.15.4. Fig. 2 

shows the modified frame format. 

 

Figure 2. Modified superframe structure of the proposed scheme.  

ERP starts just after the CFP ends. In order to notify this ERP information to all BNs, the 

conventional beacon is modified to incorporate the ERP start time and ERP length. Any of the 

random access mechanisms can be followed to access the channel during ERP but in this 

paper we suggest two different random access mechanisms i.e.. i). CDMA code based 

random access and ii). Random backoff based random access. These two mechanisms are 

briefly discussed in the following sub-section 2. In ERP, BNs report emergency events to the 

WBAN coordinator (BNC) either by transmitting the acquired CDMA codes in CDMA code 

based contention or the DTS allocation request in case of random backoff approaches.  

 EB follows the ERP. But EB is broadcasted by the BNC, only if any emergency is 
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reported during ERP, otherwise EB period is used as inactive period. EB contains the 

transmission schedules (i.e. allocated Dedicated Transmission Slots (DTS)) in the following 

ETP. All the BNs who have reported emergency in ERP should listen to EB to check whether 

their reporting in ERP are acknowledged by BNC and are allocated with DTS schedule.  

 ETP is a TDMA based access period which appears after EB. ETP is divided into a 

number of slots called as DTS. The length of a DTS slot is so determined to accommodate an 

emergency data and an ACK message. The number of such DTSs is limited to seven. 

 If any of the emergency BNs is not able to report the emergency during ERP or not 

scheduled with DTS in the EB message or doesn’t receive ACK for its data transmission in 

DTS, then it waits till the next CAP for data transmission. 

4.2 Channel Access Mechanisms in ERP 

 In this subsection, we briefly describe the two random multiple access approaches used 

for channel access during ERP i.e. CDMA code based contention approach and random 

backoff based contention approach. 

 CDMA Code Based Contention Approach: In this approach, if a BN detects an 

emergency event during CFP, it waits until the ERP starts and then transmits a randomly 

selected CDMA code from a given code-set of Nc codes. As such, collision may happen when 

more than one BN select and transmit the same code. This may happen frequently when 

number of emergency BNs exceeds the available CDMA codes. So in order to reduce such 

collisions, the access of random CDMA code is controlled by code access permission 

probability (Pca) which is broadcasted by BNC in its regular beacon. Pca is determined by 

BNC based on its observation regarding the number of emergency events (ΔN) in the 

previous ERP. The number of events can be roughly estimated through the multiplicity level 

of the received power at the ERP. Once ΔN is estimated, value for Pca can be assigned using 

the following relation: 

1 c

ca c
c

if N N

P N
if N N

N

 


 
 



 

 

 

(4) 

Random Backoff Based Contention Approach: In this approach, the ERP is divided into 

M number of backoff slots with each slot having duration sufficient enough to send one DTS 

Request Packet (DRP) from the BN and receive DRP ACK from BNC. If a BN detects an 

emergency event during CFP, it waits until the start of ERP and randomly selects a backoff 

value within [0, M]. At the elapse of a backoff slot duration, the BN decreases its backoff 

counter by 1 and checks whether the backoff counter is zero. The process continues until the 

counter ultimately goes to zero. Once the backoff counter value reaches 0, the BN sends a 

DTS Request Packet (DRP) and waits for ACK. 

 

 



 Network Protocols and Algorithms 

ISSN 1943-3581 

2013, Vol. 5, No. 2 

www.macrothink.org/npa 8 

5. Performance Metrics  

 In this section, we formulate some expressions to calculate the two important 

performance metrics related to delay and throughput. We name those two metrics as Delay 

Lower Bound (DLB) and Throughput Upper Bound (TUB). It is worth mentioning that DLB 

and TUB are not the average delay and throughput performances, rather they are the 

bounding performances (i.e. maximum achievable). Such performance can be achieved only 

in ideal conditions when there is no packet failure in the network either due to collision or 

channel error. In what follows, we calculate DLB and TUB for a BN which need to report 

emergency events occurred during CFP interval. 

5.1 Delay Lower Bound 

For sending a packet of size x, DLB for the conventional scheme can be calculated using 

the following expression: 

( ) ( )( )C CFP Inactive Beacon SIFS BO x TA ACK IFS xDLB x T T T T T T T T T          (5) 

where TCFP is duration of CFP, TInactive is the duration of the inactive period, TBeacon is the 

beacon duration, T(x) is the time taken to transmit packet of size x, TTA is the turnaround time, 

TACK is the time taken for ACK transmission, TIFS(x) is the IFS time for packet of size x, and 

TBO is the duration of backoff period. Note that in IEEE 802.15.4, TIFS(x) is 640µs for x 

greater than 18 Bytes, otherwise it is 192µs. During backoff procedure in beacon enabled 

IEEE 802.15.4, a node performs clear channel assessment (CCA) twice and hence backoff 

duration can be expressed as 

_* 2BO slots BO slot CCAT BO T T   

 

(6) 

where BOslots is the average number of slots that the node deferred its transmission, TBO_slot is 

the slot (320µs) duration, and TCCA is the time required for CCA.  

 

Figure 3. Frame format (IEEE 802.15.4). 

 Based on frame format shown in Fig. 3, we calculate T(x) to be 

_ _

( ) 8.
PHY MAC HDR address MAC FTR

x

data

L L L x L
T

R

   
  

 

(7) 
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where LPHY is the length of the PHY header in bytes, LMAC_HDR is the length of the MAC 

header in bytes, Laddress is the length of the MAC address, LMAC_FTR is the length of the MAC 

footer in bytes, and Rdata is the raw data rate in bits per second (bps). Finally, TACK in (5) can 

be calculated as 

data

FTRMACHDRMACPHY

ACK
R

LLL
T

__
.8


  

 

(8) 

We calculate the DLB for the proposed scheme by summing the durations required for packet 

exchange and protocol timing specifications as in the case of the conventional scheme. DLB 

for the proposed scheme for reporting the emergency event using x Byte packet is 

( ) ( )( )P CFP ERP SIFS EB SIFS x TA ACK IFS xDLB x T T T T T T T T T          (9) 

where TERP is the duration of ERP and TEB is the EB duration. The value of TERP is different 

for the suggested approaches. For CDMA code based contention approach, the length of TERP 

is the summation of the code propagation delay (TCPD) and the code transmission time (TCTT). 

But since TCPD is very negligible we do not consider it in this analysis whereas for TCTT we 

consider each CDMA code is of 144 bits. And for the random backoff based contention 

approach, the length of TERP is dependent upon the number of random backoff slots (Tbslot) 

and is given as [M x Tbslot]. 

It is worthwhile to mention that the length of CFP is a variable one which is dependent on the 

number of GTSs allocated. At maximum 7 such GTSs can be allocated in a time provided 

that there is a sufficient resource available i.e. the total length of CFP must not  violate the 

minimum length of CAP (CAPmin = 440 symbols). Each GTS can occupy a single or more 

transmission slots. So, the smallest length of CFP denoted by CFPmin is a single GTS 

extending to a single transmission slot, while the largest allowed CFP length is total length of 

superframe duration with deducting the beacon period and the CAPmin  i.e CFPmax = SD – 

TBeacon - CAPmin . Roughly, the average length of CFP (CFPavg) can be taken as the average of 

these maximum and minimum CFP lengths. On the basis of these varying CFP lengths, the 

different cases of DLB calculation for proposed scheme hence are calculated for best case 

DLB, worst case DLB and average case DLB. 

5.2 Throughput Upper Bound 

Once the DLB for the conventional scheme and the proposed scheme are known, TUB 

for both the schemes can be calculated as 

8.
( )

C

C

x
TUB

DLB x
   and 8.

( )
P

P

x
TUB

DLB x
  

 

 

(10) 

where, TUBC and TUBP are TUBs for the conventional scheme and the proposed scheme, 

respectively. 



 Network Protocols and Algorithms 

ISSN 1943-3581 

2013, Vol. 5, No. 2 

www.macrothink.org/npa 10 

6. Numerical results 

In this section, we have compared DLB and TUB of the proposed scheme and the 

conventional scheme using the expression derived in the previous section and considering the 

parameters in Table 1. It is noteworthy to mention that in our numerical analysis emergency 

events are considered to occur at the beginning of CFP. Besides, three different cases for 

DLB and TUB viz. best, worst and average cases are presented and discussed for both the 

proposed and conventional scheme 

Table 1. Considered parameters and their values  

Parameters / Variables Values 

Data rate (Rdata) 250 kbps 

BO and SO 4 and 3 

Beacon Interval  (BI) 15360 Symbols 

Superframe duration (SD)   7680 Symbols   

Inactive Period   7680 Symbols   

Beacon   40 Bytes 

CAPmin 440 Symbols 

CCA 8 Symbols 

Backoff  Slot duration  in CAP (TBS ) 20 symbols (320µs) 

CFPmin 480 Symbols 

Packet size (x)   10 to 100 Bytes 

TIFS(x) 
12 symbols  (192µs) ( for  x ≤ 18 Bytes),  

40 symbols (640µs) (for  x> 18 Bytes)   

LPHY 6 Bytes  

LMAC_HDR   3 Bytes   

LMAC_FTR 2 Bytes   

Laddress   2 Bytes 

TTA 12 symbols  (192µs)   

TERP for CDMA based scheme 0.576 ms 

Tbslot 1.088 ms 

M (Number of slots in TERP for backoff based scheme) 4 

Emergency Beacon 40 Bytes 
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(a). DLBs of the proposed and the conventional schemes (Best Case). 

 

(b). DLBs of the proposed and the conventional schemes (Worst Case). 

 

(c). DLBs of the proposed and the conventional schemes (Average Case). 

Figure 4. DLBs comparison of the proposed and the conventional schemes. 

CDMA-based 

Backoff-based 

Conventional 

Conventional 

Backoff-based 

CDMA-based 

Conventional 

Backoff-based 

CDMA-based 



 Network Protocols and Algorithms 

ISSN 1943-3581 

2013, Vol. 5, No. 2 

www.macrothink.org/npa 12 

Fig. 4 shows that DLBs (for different approaches) of the proposed scheme and the 

conventional scheme at three different cases, best, worst and average. It is observed from the 

figures that, DLBs (for different approaches) of the proposed scheme are less than that of the 

conventional scheme, regardless of the payload size. In either of the cases, the proposed 

scheme has the DLB lower than the delay requirement of WBAN whereas the DLBs in 

conventional scheme do not meet this target. This makes proposed scheme much more 

favorable for WBAN applications. Among the suggested two approaches, the CDMA code 

based scheme yields lower DLB than the backoff based approach. For example, when 

payload is 60 Bytes, DLB of the CDMA code based scheme is 89% and 50% lower than that 

of the conventional scheme for the best and worst case scenario, while DLB of the backoff 

based scheme is only 87% and 49% lower. The lower DLB in the CDMA-based scheme is 

attributed to its requirement of relatively smaller ERP than in the backoff based scheme.  

Fig. 5 shows that TUBs of the proposed scheme with suggested two approaches and the 

conventional scheme increase linearly with increase in the payload size. Moreover, TUBs of 

the proposed scheme are higher than that of the conventional scheme. As in the case of DLP 

comparison, the CDMA code based scheme yields higher TUB than the backoff based 

scheme. For example, when payload is 60 Bytes, TUB of the CDMA code based scheme and 

backoff based schemes are 102.47% and 96.31% higher respectively for the worst case, than 

that of the conventional scheme.  

From the above comparisons, it is seen that the CDMA based approach is comparatively 

more suitable for reporting emergency events in WBAN patient monitoring applications than 

the backoff based approach. But when the ERP length in both approaches is same then 

performance of these approaches will be identical.   

 

 

   

(a). TUBs of the proposed and the conventional schemes (Best Case). 

CDMA-based 

Backoff-based 

Conventional 
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(b). TUBs of the proposed and the conventional schemes (Worst Case). 

  

(c). TUBs of the proposed and the conventional schemes (Average Case). 

Figure 5. TUBs comparison of the proposed and the conventional schemes.. 

 

7. Conclusion and Future Works 

We proposed a modified IEEE 802.15.4 frame structure for WBAN that opportunistically 

uses the inactive period for handling short emergency packets. We also suggested two 

different channel access approaches so as to resolve the possible collisions during the 

emergency transmissions. The first mechanism resolves the conflict in channel access among 

the emergent BNs in the code-domain utilizing CDMA codes while the second approach 

resolves the conflict in the time-domain using backoff window. Moreover, we showed 

through numerical results that for the both suggested approaches, DLBs of the proposed 

scheme are smaller whereas TUBs are larger than those of conventional scheme. And among 

the two suggested approaches, the CDMA based scheme has higher TUB and lower DLB 

Conventional 

Backoff-based 

CDMA-based 

Conventional 

Backoff-based 

CDMA-based 



 Network Protocols and Algorithms 

ISSN 1943-3581 

2013, Vol. 5, No. 2 

www.macrothink.org/npa 14 

because of shorter ERP length. But, either of these approaches can be implemented 

depending upon the application needs. 

As a future work, the proposed scheme will be validated by the discrete event computer 

simulation.  
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